Patient Identifiable Data Form
(Please complete this form and submit it with all new applications)
Principal Investigator Name:   





   
Protocol Title:

1. How many patients/subjects do you intend to enter into this protocol?
2. How data will be collected (ie. Record review, survey, face to face, visits)

3. Will you share VA patient identifiable data from this study with any individual or entity:
_____  No

______ Yes:   _____external (note: need approvals through review of Data Security C&D Forms),


          _____ only within Hines/North Chicago study personnel   


          _____ another VA?  (note: need approvals through review of Data Security C&D Forms)                                               
4. If patient identifiable data will be shared, list the name and address of the individual(s) or entity(s) who will receive this patient identifiable data.

5..  If  de-identified data will be shared with any individual or entity outside Hines/North Chicago VA:  

List the name and address of the individual(s) or entity(s) who will receive this de-identified data, and how this information will be transmitted.   (note: need to identify and receive approvals through review of Data Security C&D Forms)

6.    What limitations on the USE (use is use of data only within the VA system) of shared identifiable data will you have?  (i.e. study personnel, share with others)
7. What restrictions on DISCLOSURE (disclosure of data to non-VA facilities/persons) of shared identifiable data will you have?

8. How will you TRANSFER/TRANSMIT shared identifiable data to assure security?  (i.e. Data is coded, encrypted, password protected and transferred via CD which is FED-EX to non-VA or VA facility/persons).
9. What requirements will you have for RETURN or DESTRUCTION of shared identifiable data?
10. How will you STORE shared identifiable data to assure security?  (i.e. For Hard copy documents, Is there a master code list and where is it stored? Is identifiable data stored in locked cabinet, locked room.  Computerized identifiable information is stored on the “U” drive or on a secured network drive assigned to the study team by the IRM Department or other VA approved method).
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